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IEEE Guide for the Protection of Network 
Transformers

1. Introduction

1.1 Scope

Network transformer vaults are fire retardant enclosures within buildings or adjacent to them that contain two or more
power transformers. These transformers are supplied from different subtransmission or distribution lines and are
paralleled on their low-voltage side through circuit interrupting devices called “network protectors.” Typically, high-
voltage current interrupting devices have not been applied within the network vault. The low-voltage bus of a network
vault may be electrically tied to a number of other vaults to form a network secondary distribution system, which will
be called a “low-voltage network grid” in this guide, or each individual vault may stand alone as a “spot network.” A
one-transformer vault can be considered a network vault if connected to other such vaults via low-voltage cables.

Low voltage in this guide implies 600 V or less, and high voltage implies 2400 to 34 500 V. Typical low voltages are
208Y/120 V and 480Y/277 V. A typical high voltage is 12 500 V.

Low-voltage network systems have been used since the 1920's as a method of providing a highly reliable source of
electrical power to densely populated commercial areas, such as office buildings. Equipment protection within the
network vaults is typically limited. Historically, users have depended upon the physical design of the vault to limit the
risks of fault damage for faults within the vault. They have relied upon remote detection and interruption for
transformer faults, and low-voltage devices, such as transformer fuse links and low-voltage cable limiters, to provide
a measure of low-voltage bus fault protection.

This guide is intended to aid those engineers who have reevaluated the risks associated with faults within network
vaults, particularly for those network vaults located within or near highrise buildings. It will also identify currently
available devices that are being used in network transformer protection schemes. These devices should act to sense the
fault and initiate fault interruption locally or remotely, thereby minimizing damage and restoration time. These devices
will be described as to their fault detecting capabilities. An example utilizing a number of protective schemes is
presented in Appendix B.

1.2 References

The following publications shall be used in conjunction with this guide:
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[1] ANSI C2-1990, National Electrical Safety Code.1 

[2] ANSI C37.47-1981, American National Standard Specifications for Distribution Fuse Disconnecting Switches,
Fuse Supports, and Current-Limiting Fuses. 

[3] ANSI/IEEE C37.2-1987, IEEE Standard Electrical Power System Device Function Numbers.2 

[4] ANSI/IEEE C37.29-1981 (R 1985), IEEE Standard for Low-Voltage AC Power Circuit Protectors Used in
Enclosures. 

[5] ANSI/IEEE C37.41-1988, IEEE Standard Design Tests for High-Voltage Fuses, Distribution Enclosed Single-Pole
Air Switches, Fuse Disconnecting Switches, and Accessories. 

[6] ANSI C37.42-1981, American National Standard Specifications for Distributed Cutouts and Fuse Links,  

[7] ANSI/IEEE C37.60-1981 (R 1986), IEEE Standard Requirements for Overhead,Pad-Mounted Dry-Vault and
Submersible Automatic Circuit Reclosers and Fault Interrupters for AC Systems. 

[8] ANSI/IEEE C37.91-1985, IEEE Guide for Protective Relay Applications to Power Transformers. 

[9] ANSI/IEEE C57.109-1985, IEEE Guide for Transformer Through-Fault Current Duration. 

[10] ANSI/IEEE Std 80-1986, IEEE Guide for Safety in AC Substation Grounding. 

[11] ANSI/IEEE Std 142-1982, IEEE Recommended Practice for Grounding of Industrial and Commercial Power
Systems. 

[12] Dunki-Jacobs, J. R. The Effects of Arcing Ground Faults on Low-Voltage System Design. IEEE Transactions on
Industry Applications, vol. IA-8,no. 3, May/June 1972.

[13] Glenn, D. J. A New Fault-Interrupting Device for Improved Medium-Voltage System and Equipment Protection.
IEEE/IAS Pulp and Paper Conference, Paper 440-T52, Toronto, Ontario, Canada, June 1984.

[14] Griffin, T. R., Byrd, G. L., and Whitter, D. A. Fault Tests on 480Y/277 V Spot Networks, IEEE/PES Conference,
Paper 66-485, New Orleans, July 1966.

[15] National Electrical Code, 1987.

[16] Roop, D. W. and Vidonic, N. G. Arcing Fault Protection on VEPCO's 480Y/277 V Secondary Spot Networks.
IEEE Transactions on Power Apparatus and Systems, vol. PAS-102, no. 2, Feb. 1983, pp. 364–372.

[17] Sonnemann, W. K., et al. Compensator Distance Relaying—Part I, II, and III. AIEE Transactions on Power
Apparatus and Systems, vol. 77, 1958, pp. 372–402.

2. General Background

The physical and electrical characteristics of network transformer vaults have evolved over time, as have the
characteristics of the load that they serve. This section gives a brief description of this evolution. The application

1ANSI publications are available from the Sales Department, American National Standards Institute, 1430 Broadway, New York, NY 10018.
2ANSI/IEEE publications are available from the Service Center, Institute of Electrical and Electronics Engineers, 445 Hoes Lane, P.O. Box 1331,
Piscataway, NJ 08854-1331.
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considerations of grid versus spot network vaults and of 208Y/120 V versus 480Y/277 V secondaries are also
discussed.

2.1 Network Development

The first low-voltage ac network system is reported to have been installed in Memphis, Tennessee, about 1907. The
network transformers were supplied by primary feeders through distribution cutouts and were connected to a solid grid
of low-voltage cables that were protected with fuses. In Seattle, Washington, in 1921, improvements were made in the
basic system by connecting the secondary terminals of the network transformers to the solid cable grid through
network protectors that would trip automatically upon reverse power flow and were reclosed manually. In 1922, the
first ac network system in which network protectors were automatically tripped and closed by relays was placed in
service in New York City by the United Electric Light and Power Company. The cable grid was a three-phase. four-
wire system and it operated at a nominal voltage of 208Y/120 V. By 1925, this type of system became an accepted
method of supplying combined power and lighting load. Today's 208Y/120 V network grid systems are very similar in
configuration and basic operation to the first systems. It is from these systems that the design, operating practices, and
over current protection practices evolved for the first 480Y/277 V spot networks installed in this country.

Grid networks served the needs of the commercial areas of many cities until the early 1950s, although it was necessary
to develop work protectors of higher continuous current net-ratings to carry the increasing loads. By then, the loads in
some commercial buildings were reaching the level where it was very difficult or uneconomical for the utility to supply
the load at 208Y/120 V from either a grid or spot network. These higher loads were due mainly to air conditioning,
higher lighting levels, and larger buildings. Furthermore, the wiring costs of the building systems became very high as
the loads increased at this voltage level.

Because of economics and equipment availability, higher utilization voltages, either 460Y/265 V or 480Y/277 V, were
adopted for service to large commercial buildings. Use of these higher voltages resulted in significant reductions in
wiring costs and in the cost of the utility system supplying the building load. Many utilities decided to serve these loads
from 480Y/277 V spot networks. One utility made its first 480Y/277 V installation in 1937, and by 1954 had eighteen
480Y/277 V vaults in service.

Figure 1 illustrates a typical network system. Many present-day network systems are installed without network
transformer high-side switches. The primary distribution substation bus may have several bus tie or sectionalizing
breakers in order to insure a reliable supply to the network. The bus tie break breakers are normally closed, but may be
opened when there is an adequate source to each bus section to avoid voltage differences between bus sections. A
difference in bus voltage magnitude or angle may unload some feeders and cause network protectors to open.

2.2 Application Considerations of Adding Protection to Spot Network Vaults versus Grid 
Network Vaults

As noted earlier, the first network vault installations were operated primarily at 208Y/120 V and were connected to
other vaults on the low-voltage side. These vaults were generally located below grade and external from buildings, for
example, underneath sidewalks in business districts. Historical evidence indicates that 208Y/120 V faults in these
vaults are generally self-clearing. That is, faults have been contained within the vault enclosure and the locations of the
vaults are sufficiently isolated from buildings to allow for the fault to continue until enough conductive material melts
thereby extinguishing the fault-generated arc without damaging the buildings.

As the loading in newly constructed high-rise buildings increased, the 208Y/120 V vaults were installed inside them
and dedicated to serving the load of the building. Due to the economics of scale, the building vaults had enough
capacity to supply the building load with at least a single contingency outage margin. Ties between vaults were no
longer needed or practical and the era of the spot vault was born. Eventually, 480Y/277 V spot vaults replaced the
208Y/120 V spots. Also, during this transition period, some small 480Y/277 V grid network systems were installed.
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These changes prompted consideration by some utilities to provide additional network vault protection. Frequently, the
damage caused by arcing 480 V faults has caused lengthy power outages to buildings, more so than at 208 V. Since
many of these vaults are inside buildings, a higher incidence of damage caused by smoke has occurred.

The principles of protection included in this guide apply equally to spot network vaults or grid network vaults and at
any low-voltage level. The need to consider additional protection and the associated high-voltage interrupting devices
should be evaluated on the basis of risk assessment and cost.

3. Operation of a Network Transformer Vault Under Fault Conditions

A network system can be separated into three parts when considering operation under fault conditions: (1) the high-
voltage primary supply circuits; (2) the network equipment, which consists of the network transformer, its associated
primary side switch (disconnect and grounding), the low-voltage network protector, and the low-voltage bus; (3)
secondary voltage supply to the consumer and interconnecting cables to other transformer vaults, if any.

3.1 Primary Feeder Faults

Referring to Fig 1, a short circuit on a high-voltage primary feeder circuit is cleared by tripping the primary feeder
breaker at the distribution substation and opening the network protectors of the transformers connected to the faulted
feeder. Primary feeder breaker tripping is usually controlled by nondirectional time and instantaneous overcurrent
relays sensing both phase and ground (residual) currents (devices 50/51 and 50N/51N). The network master relay
(device 32) will trip its protector if the net three-phase power (watt) flow is in the reverse direction, i.e., from the low-
voltage bus back to the high-voltage feeder. If the feeder fault is single, phase-to-ground and the network transformer
is delta connected or wye ungrounded on the high side, opening the feeder breaker will limit fault current flow to a
value allowed by the primary system capacitance. If shunt reactors are connected to the primary feeders, they will also
influence the amount of current in the fault path. Then the sensitively set network master relay operates by sensing the
reverse flow of real power caused by transformer magnetizing and feeder load. Some network transformer primaries
are connected wye grounded and will permit fault current to flow until its protector opens via the network master relay.
Some types of feeders, for example those with fused sections supplying the network unit, require that a watt-var
network master relay be applied. See Appendix A for a description of the operation of the network protector relays.

The feeder breaker and network protector may operate sequentially since the network master relay may not operate
until the feeder breaker is open. Thus, clearing time is equal to the sum of the feeder relay time, feeder breaker time,
network master relay time, protector opening time, and the arc interrupting time. Total clearing time is usually 0.5 s or
less for faults on the primary feeder excluding the case of a single, ground fault where the total clearing time can be
higher due to the limited fault current flow phase-to-after the feeder breaker opens. Clearing feeder faults in this
fashion does not result in an outage to the load served by the network.

If the distribution voltage feeder circuit breaker fails to clear the fault, conventional breaker failure relaying or other
forms of backup relaying, such as power transformer overcurrent relays, should isolate the fault. If the network
protector fails to clear the fault, then the transformer low-voltage current-limiting fuses or low-voltage fuse links are
relied upon to melt due to the presence of line fault or line load current feeding back through the network transformer.

Low-voltage current-limiting fuses are silver and sand devices that are designed primarily to quickly interrupt high
magnitude fault currents. The melted products are contained within a tubular enclosure where they harden into a glass-
like insulating substance called a fulgurite. Fusible links are copper or alloy devices designed to carry high levels of
transformer load current. They melt in the presence of transformer overcurrent and can be sized to coordinate with the
transformer through-fault thermal limit curve. Figure 1 shows the location of these devices in series with the network
protector.
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3.2 Network Equipment Faults

The protection of network transformers should be viewed in light of the physical and electrical environment of the
transformer. The majority of network transformers are located in vaults where space is at a premium. This means that
the usual zones of protection are not well defined. Faults in buses, protectors, and switches may indirectly cause
damage to the transformer itself.

3.2.1 High-Voltage Switch Faults

Most network transformers are supplied by underground cables. These cables enter the transformer through a
compartment filled with insulating compound. On many transformers, the separate phases are attached to a three-
position disconnect switch in another insulating liquid-filled compartment. Both of these compartments are usually
welded to the network transformer tank with a cover plate bolted to the front of the switch compartment.

Faults involving the high-voltage terminal compartment, disconnect switch, or the leads inside the network
transformer up to the primary coils will result in the same level of fault current as a primary feeder fault. Such faults
should be cleared by tripping the feeder breaker at the remote substation, opening the protector on the faulted network
unit, and opening all other weak sources to the line. These weak sources, which are capable of sustaining voltage on
the faulted line, are commonly called “sources of backfeed.” “Sources of backfeed” are usually a transformer(s) on an
unfaulted line(s) electrically connected to a transformer connected to the faulted line.

Faults in either compartment are generally detected quickly by the distribution substation source instantaneous trip
elements, and locally by network protector reverse power relays. Subsequent clearing, even by 1/4 cycle current-
limiting fuses, will not insure that these relatively small compartments will not be ruptured. Water leaking into the
compartments is a common cause of these faults, as is low oil in the compartment. Another cause of faults within the
compartment is improper operator switching, such as inadvertent grounding of the cable or opening of the transformer
high-side disconnect switch under load.

3.2.2 Transformer Faults

Transformer failure may result from winding-to-winding or winding-to-core faults, bushing failures, or other
conditions. Faults in the high-voltage winding of the network transformer will be cleared by the same devices that clear
faults in the high-voltage leads. However, the time required for the opening of the primary feeder breaker will be
longer for a winding fault, since a portion of the transformer impedance is in the circuit. Experience has shown that
most faults in the high-voltage winding have been cleared without tank rupture.

Faults in the low-voltage winding of the transformer are cleared by opening of the same devices. A fault in the low-
voltage winding may have to burn back into the primary winding before it is detected by the primary feeder relays,
which can result in prolonged fault clearing times. Furthermore, the ground relays for the primary feeder will not
detect faults in the secondary winding of the network transformer if it is connected delta-wye. Experience has
indicated that secondary winding faults are rare.

Transformer faults are cleared from the low-voltage bus by the operation of the network protector relays and the
network protector. In the event of a protector failure, the network protector fuse links are relied upon to isolate the
faulted transformer from the low-voltage bus and consumer load.
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Figure 1—Typical Network System
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3.2.3 Protector Faults

Faults within the protector itself are very difficult to clear without involving the transformer. One of the most serious
consequences of a protector fault would be damage to a network transformer tank and fracture of the low-voltage
porcelain bushings.

Arcing type faults involving the transformer low-voltage leads or the network protector may not be detected by the
primary feeder relays. Arcing faults in these locations should be detected by the network master relay, which should
initiate opening of the network protector. However, the network transformer may remain energized from the primary
side. If the fault is self-sustaining in these areas, it can cause extensive damage to equipment until it burns back into the
transformer windings to the point where it is detected by the primary feeder relays. By the time this happens, the fault
may involve the network low-voltage bus.

If a fault starts in the protector on the network side of the network protector current transformers, it may not cause a
reverse power flow in the protector and the protector will not open. The primary feeder relays may not detect this fault
until there is considerable damage to the equipment. Sustained faults in the network protector maybe isolated from the
low-voltage network by the network protector fuse links.

3.2.4 Low-Voltage Bus Faults

The severity of low-voltage bus faults, as well as their frequency of occurrence, has proven to be dependent on voltage
level, exposure to ambient conditions, type of construction, and sizes of transformers supplying the bus. All of these
factors influence the self-sustaining nature of the electrical arc.

For systems operating at 208Y/120 V, there is less chance of damage or expansion of the fault into the network
transformer. Bus faults that occur on systems operated at this voltage normally clear by self-extinguishing of the arc.
This is especially true for open air constructed buses. Faults involving buses in duct tend to be less self-extinguishing.

For buses operated at 480Y/277 V, arcing faults generally do not self-extinguish. They tend to generate high arcing
currents for short intervals, extinguish, and then re-ignite. The net result is that other equipment such as transformers,
protectors, and feeder cables eventually become involved in the fault.

The only protection for low-voltage bus faults provided by the standard network unit is the protector fuse links. Some
utilities have substituted silver and sand current-limiting fuses for these fuse links. (See 3.1 for the definition of these
devices.) Both devices function best for high current sustained faults. For example, a sustained high current primary
feeder fault can be cleared by the fuse links before the transformer is damaged, if the protector fails to operate. The
through current can be ten to sixteen times full-load current, depending on the number of transformers in the vault and
their impedance. The drawback for this type of protection is for arcing low-voltage bus faults. With fault current
averaging not much more than load current, these devices may operate only after tens of seconds or minutes have
elapsed.

If the faulted low-voltage bus is a part of a low-voltage grid network, then the grid will also supply fault current to the
bus via intervault cables. Cable limiters located at the ends of the interconnecting cables may melt or the fault must
self-extinguish. These link-type devices are designed to coordinate with the through-fault capabilities of the cables and
as such only provide incidental bus protection. Cable limiters are most frequently used with 208Y/120 V grid
networks. Their primary function is to melt and isolate a faulted low-voltage cable from the network grid. For faults on
a primary feeder where a network protector fails to open, the protector's fuse links will usually melt before cable
limiters in the 208Y/ 120 V system are damaged. Similarly, for faults in a 208Y/120 V intervault cable, it is desired
that the cable limiters blow before the network protector fuses. For 208Y/120 V bus faults, coordination between cable
limiters and protector fuse links in other network vaults is desirable but not always possible.
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3.2.5 Low-Voltage Faults inCustomer Supply Cables and Bus

One of the more common locations of a fault is in the consumer's switchgear or bus duct. Switch failures, insulating
board tracking, and water in bus ducts are common causes of these types of faults. Damage to the consumer equipment
rarely causes extensive damage to the utility vault. Low-voltage current-limiting fuses at both ends of cables supplying
the consumer switchgear limit damage. There may be four to eight cables per phase for each consumer supply. These
devices should coordinate with the network protector fuse links or current-limiting fuses.

Current-limiting fuses will generally operate to interrupt high current consumer faults. However, for low current arcing
faults, especially at 480Y/277 V, they have proven to be ineffective.

3.2.6 Other Faults

Fuse links mounted externally to the transformer protector have been a location for an arcing type 480 V fault. Some
fuse mounts are above the transformer protector and have a phenolic insulating board common to all phases. Evidence
has shown that tracking has occurred between phases on this type of board due to water and contamination. Isolated
phase construction of fuse mounts eliminates tracking and decreases the probability of flashing between phases.
Enclosing of the fuse links may prevent arc extinction for protector faults and result in additional equipment damage.

Other causes of vault faults include metering current transformer failures, high-voltage cable failures, and inadequate
grounding. Utility and consumer vault ground grids should be properly connected to avoid cable and equipment
damage when 480 V fault current seeks a path to return to the transformers. Refer to References [1], [10], [11], and
[15]3 for guidance on proper grounding.

4. Methods Available to Provide Improved Network Transformer Protection

The previous section summarized the response of the typical network transformer protective devices for faults in the
vault as well as external to it. This section describes additional protection techniques that can be used to promptly
detect faults occurring within the vaults. These faults can then be cleared by devices such as those referred to in 5.1,
5.2, and 5.3 of this guide.

4.1 Electrical Detection of Faults

4.1.1 Differential Relays

Current differential relaying can be used to protect network transformers. The relays are connected to current
transformers on the high-side and low-side of the network transformer. The net operating current to the relays is the
difference between input and output currents to the network transformer zone of protection. (See [8] for details on
relay types and current transformer connections.) Differential relays provide a means to detect sensitively multiphase
and phase-to-ground transformer faults. Also, the zone of protection can be clearly defined.

Special protection concerns for protecting network transformers with differential relays are as follows:

1) There are generally no high-side current transformers on existing network transformers.
2) Limited vault space may make it difficult to add current transformers and/or high-side interrupting devices.

3The numbers in brackets refer to those of the references listed in 1.2.
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4.1.2 Overcurrent Relays and Fuses

A fault external to a transformer can result in damage to the transformer. If the fault is not cleared promptly, the
resulting overcurrent on the transformer can cause severe overheating and failure. Overcurrent relays and/or fuses may
be used to detect and clear the former from the faulted bus or line before the transformer is damaged. On some
transformers, overcurrent relays and/or fuses may provide protection for internal transformer faults. (See [8] for details
on applying time-overcurrent and instantaneous overcurrent relays.) Overcurrent relays, when applied to the high-
voltage side of the network transformer, are an economical means to provide detection of a transformer fault. High
current faults can be detected by instantaneous overcurrent relays. Time-overcurrent devices may protect for low-side
faults and may provide backup protection for downstream devices provided that these faults are not high arcing and
low current. Overcurrent devices can be an alternative or supplemental protection to other forms of protection.

Special protection concerns for protecting network transformers with overcurrent relays are as follows:

1) There are generally no current transformers on existing transformers.
2) Limited space may make it difficult to add high-side interrupting devices.
3) Arcing low-side fault currents may not be of sufficient magnitude to operate the overcurrent relays.
4) Coordination should be maintained with the network master relay for primary feeder faults.

4.1.3 Ground-Fault Relays

Sensitive detection of ground faults can be obtained by differential relays or overcurrent relays specifically applied for
that purpose. Several schemes are practical, depending on transformer connections, availability of current
transformers, zero-sequence current source, system design, and operating practices. Appendix B provides examples of
ground-fault relay applications to network transformer protection.

Referring to Fig B.1 in Appendix B, high-voltage ground fault protection for transformer number one is accomplished
with a sensitively set overcurrent device, 51N-T1, and an electronic fuse. The electronic fuse, described in 5.4,
provides instantaneous protection for high current faults. (See Fig B.2 in Appendix B for the time versus current
coordination curves for these devices.) If an electronic fuse or backup current-limiting fuse (also referred to as a partial
range current-limiting fuse) [2] is not used, then an instantaneous relay, device 50N, should be used. A special
protection concern for high-voltage ground-fault protection is that these faults may involve all three phases before the
protective relays can operate.

Low-voltage ground-fault protection can be advantageous in network transformer protection. This is particularly true
at the 480Y/277 voltage since ground faults are typically low-current, high arcing faults. These faults can be at or
below load current in magnitude and intermittent or restriking in nature. The installation of current transformers (ct's)
is easier on transformer neutral bushings than on the transformer phases, and of course, fewer in number.

Low-voltage ground-fault devices can be set more sensitive than phase-overcurrent devices. A protective relay
connected to a transformer neutral, such as device 151N-T1 in Fig B.1 of Appendix B, will detect all the ground-fault
current and the unbalanced load current returning to transformer one. It should be set above the maximum unbalanced
load that exhibits itself as neutral current. As the unbalanced current approaches full load current the setting of this
device approaches that of a phase overcurrent device, and therefore, becomes less effective.

Another approach, ground-fault current detection, is to sense current in the grounding conductor of the transformer as
demonstrated by device 151G-T1 in the Appendix B example. Ideally, the only grounds on the low-voltage network
system are at the transformers. If this is the case, and if all single-phase load is connected phase-to-neutral, then device
151G-T1 can be set very sensitively since only fault current will be detected. If the neutral is grounded at more than
one point as shown in Figure B-1 of the Appendix, which is a 1978 and beyond code requirement [1], [15], then this
is not as effective. First, a portion of unbalanced load current may appear in the ground conductor, which requires that
the device be set less sensitively. This unbalance can only be reliably determined by test. Second, due to the shunting
effect of the multigrounded neutrals, not all of the downstream fault current will return on the transformer neutral
grounding conductor. This improves coordination with downstream devices, but also, densensitizes the relay.
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However, for faults in the utility vault, multigrounding of consumer neutrals should have minimal effect, i.e., the
151G-T devices will detect almost all of the ground-fault current.

Ground-fault protection in network vaults, if not connected differentially, should coordinate with consumer ground
current sensing devices. Ground current protection on service entrances 1000 A or more has been a code requirement
since 1971 [1], [15].

The last ground-fault detection method shown in Appendix B is a transformer case ground device, 64GF. This
protection can only be used if the transformer case can be grounded in such a way that all the fault current can pass
through the 64GF's ct. This includes isolation from high-voltage cable sheaths, concrete reinforcement bars, etc. Using
this protection, all transformer internal faults to ground can be detected quickly.

Special ground-fault protection concerns for network transformers are as follows:

1) Depending on the relay's ct location, multiple ground paths between consumer and utility may shunt some
relay current.

2) Transformer neutrals must be isolated from the transformer tank.
3) Faults may involve all three phases before the relays can operate.
4) Relays may have to be set above the maximum unbalanced load current. As a result they may not operate for

arcing faults.

4.1.4 Compensator Distance Relays

A compensator distance relay [17] can be used to supplement the overcurrent relaying on the substation feeder to
supply protection for several network transformers on that feeder. Because the phase-to-phase element exhibits
immunity to balanced three-phase load current, it may be possible to detect a bolted phase-to-ground fault on the
secondary of the smallest network transformer on the feeder after its network protector has opened.

Precautions to use with this very sensitive setting are as follows:

1) Provide sufficient time delay to coordinate with downstream protective devices.
2) Protect for a loss of voltage that may operate the compensator distance relay.

One utility utilizes a time-overvoltage relay connected phase-to-phase across an open delta voltage transformer with
its contact in series with the compensator distance relay contact. Operation of the compensator distance relay energizes
the time-overvoltage relay, which then operates to trip the feeder after a time delay. The voltage tap on the time-
overvoltage relay is selected so that an operation does not occur if either of the two voltage transformer fuses has
blown.

4.2 Mechanical Detection of Faults

One method for detecting transformer faults other than by electric measurements is by the increase in tank oil or gas
pressures caused by internal transformer faults. “Sudden-pressure” relays using this method are valuable for
transformers that are not well suited to differential relaying. These relays may be more sensitive for certain internal
faults than relays that are dependent upon electrical quantities, and thus can be very valuable in minimizing
transformer damage due to internal faults. Sudden-pressure or rapid-pressure rise relays do not require addition of ct's,
and some types can be retrofitted on existing network transformers. Some utilities use a separate lockout relay, Device
86, with the sudden-pressure relay to provide redundancy.

Special protection concerns for protecting network transformers with any of the above sudden-pressure relays are as
follows:

1) Some types of sudden-pressure relays may operate for close-in through faults.
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2) Sudden-pressure relays may be subject to misoperation during seismic disturbances.

4.2.1 Sudden-Pressure Relay (Gas)

The sudden-pressure relay (gas) is applicable to all gas-cushioned oil-immersed transformers and is mounted in the
region of the gas space. It consists of a pressure actuated switch, housed in a hermetically sealed case and isolated from
the transformer gas space except for a pressure-equalizing orifice.

The relay operates on the difference between the pressure in the gas space of the transformer and the pressure inside
the relay. An equalizing orifice tends to equalize these two pressures for slow changes in pressure due to loading and
ambient temperature change. However, a more rapid rise in pressure in the gas space of the transformer due to an
internal fault results in operation of the relay. High energy arcs evolve a large quantity of gas that operates the relay in
a short time. The operating time is longer for low energy arcs.

4.2.2 Sudden-Pressure Relay (Gas/Oil)

A recent design of the rapid-pressure rise relay utilizes two chambers and two control bellows along with a single
sensing bellows. All three bellows have a common interconnecting silicone oil passage with an orifice and ambient
temperature compensating assembly inserted at the entrance to one of the two control bellows. Separate versions are
available, one for oil pressure and one for gas pressure.

An increase in transformer pressure causes a contraction of the sensing bellows, thus forcing a portion of its silicone
oil into the two control bellows and expanding them. An orifice limits the flow of oil into one control bellows to a fixed
rate, while there is essentially no restriction to flow into the second control bellows. The two control bellows expand
at a uniform rate for gradual rate of rise in pressure, but during high rates of transformer pressure rise, the orifice
causes a slower rate of expansion in one bellows relative to the other. The dissimilar expansion rate between the two
control bellows will cause a mechanical linkage to actuate the snap-action switch, which initiates the proper tripping.

4.3 Thermal Detection of Faults

4.3.1 Heat Detection

One method of detecting arcing faults, which can be very effective, is a heat sensing system. Arcing faults on the
208Y/120 V systems are of lesser concern because the arc at these voltages is generally self-extinguishing. On the
480Y/277 V system, an arcing fault can be a major problem since the arc tends to sustain itself. Arcing faults are
difficult to sense because they are usually of low magnitude current and are not rapidly cleared by conventional
overcurrent devices. The energy in an arcing fault does, however, generate tremendous amounts of heat in an extremely
short time. A heat sensing system located inside network protectors, near bus work, and near cabling, can be used
effectively to sense arcing faults. A circuit can be designed that can alarm and trip once an abnormal condition is
detected, using heat probes, eutectic tubes, etc. Staged fault tests by one utility [14] have demonstrated that these
devices operate very quickly, comparable to differential relaying. A special protection concern requires that the heat
detection device be positioned close enough to the protected equipment to insure quick operation for arcing faults.

4.3.2 Smoke Detection

Smoke detection can be used to alarm or trip once a situation becomes severe enough to cause smoke. However, the
protection concern of this type of detection system is that it may be too slow to prevent major damage.

4.4 Ultraviolet Detectors

Ultraviolet detectors have been employed with some success by one utility as a sensitive means of detecting arcing
fault conditions within network vaults [16]. The detectors are strategically positioned within the vault to sense
ultraviolet light emanating from the arcing fault. A typical violet detection scheme utilizes very sensitive optical
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detectors that operate for light with a ultra-wavelength of between 1850 and 2450 angstroms, which corresponds to the
arc and firelight emitted from a fault. Selection of such an operating range provides security against misoperations due
to normal switching arc light, as well as sunlight and artificial sources of light, such as incandescent and fluorescent
lights. This range does not preclude operation of the scheme in the presence of ultraviolet light, such as that caused by
lightning. The scheme can be made secure against such misoperation by sealing the vault against spurious sources of
ultraviolet light and/or adding time delay to the scheme. A major protection concern of this scheme is that it will not
detect faults internal to major equipment, such as transformers and network protectors until the fault becomes
externally visible. Also, these systems may be sensitive to arc welders, which may make then unsuitable in some areas.

5. High-Voltage Fault Interrupting Devices

The function of a protective device applied on the primary side of a network transformer is, in general, to provide
system protection as well as transformer protection. With respect to system protection, the primary-side protective
device should interrupt a potentially damaging overcurrent condition and operate promptly to isolate only the faulted
segment, thereby minimizing the short-circuit stresses on the remainder of the system and limiting the extent of the
service interruption. For transformer protection, the primary-side protective device should operate promptly in
response to a fault located between the protective device and the transformer. It should further provide backup
protection for the transformer in the event the low-voltage network protector or other secondary-side protective device
fails to operate properly. Some applicable devices are circuit breakers, vacuum fault interrupters, and fuses. This
section will describe the presently available power equipment used for fault current interruption and then discuss some
application and coordination considerations of each type of device. See Appendix C.1 for devices under development.

5.1 Circuit Breakers

The conventional circuit breaker equipped with time and instantaneous overcurrent relays can be used to provide phase
and ground-fault detection. In addition, the breaker can be remotely tripped, thus providing protection and isolation for
externally detected faults (Section 4). Applications of circuit breakers located at the network transformers have been
limited due to the relatively high cost of a breaker and its large size, which frequently cannot be accommodated in a
vault. The nonsubmersible construction may prevent use in below grade vaults.

5.2 Remotely Located Circuit Breakers with Transfer Tripping

Circuit breakers remote from the network vault equipped with instantaneous phase and ground overcurrent relays are
used successfully to isolate a transformer faulted within its high-side switch compartment or primary winding. If
secondary winding, protector, and low-voltage bus faults require tripping of the remote circuit breaker, then transfer
tripping is required.

The installation of transfer trip equipment, transmitter and receiver, is not itself difficult or particularly expensive. The
installation of a communication link, however, can be a problem. These include: (1) not enough duct space to pull all
the needed communications cables to the remote substation(s), and (2) susceptibility of metallic paints to induction
problems caused by close proximity to the power cables.

One option may be to install fiber-optic cables. By multiplexing signals, this could reduce the number of
communication cables that need to go back to the remote substation(s). Also, fiber-optic cable could be put into the
same ducts as the power cables, since it would not be affected by proximity to the power cables.

5.3 Fault Interrupters

The development of the vacuum fault interrupter has led to the introduction of a new generation of fault interrupting
devices. Interrupting fault current in a vacuum has found application not only in conventional circuit breakers, but has
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led to development of the vacuum fault interrupter, which is typically a single-shot device without automatic reclosing
capabilities. Since automatic re closing is normally not required for transformer protection, this concept allows design
of a protective device providing smaller size, lower cost, and simpler operation. The smaller size and simplicity of
operation allows a submersible type of construction.

Since the vacuum fault interrupter requires low operating forces with short operating strokes, a much simpler and
smaller operating mechanism is required. The interrupter's insulating medium can be solid, air, SF6 gas, or
conventional transformer oil. Interruption in vacuum also results in a quiet operation ideal for a vault-type installation.
Vacuum fault interrupters are small in size, lightweight, and can be mounted on the floor, wall, and even the ceiling of
the transformer vault. Conventional phase and ground overcurrent sensing and tripping can be provided by
electromechanical relays or static overcurrent trip devices. In addition, the vacuum fault interrupters can be remotely
tripped from external protective devices (Section 4). Their fast operation (approximately 2 cycles) at the higher fault
currents reduces damage.

Other interrupting devices that exhibit the same desirable qualities as vacuum fault interrupters are becoming
available. For example, SF6 fault interrupters are becoming available, which offer similar advantages of small size, low
cost, excellent switching and fault interrupting performance, and oil-less construction. These automatic fault
interrupters are designed and manufactured in accordance with [7].

5.4 Power Fuses and Current-Limiting Fuses

Power fuses are commonly used for protection of outdoor distribution and substation transformers, and they can be
applied for network transformer protection as well, because of their fast response characteristics at high fault currents
and minimal maintenance. There are two basic types of power fuses: solid material fuses and current-limiting fuses.
Although solid material power fuses can typically be selected to have smaller ampere ratings than similarly applied
current-limiting fuses, they may not be appropriate for network transformer protection application where current
limitation to prevent tank rupture is desired. Current-limiting fuses are advantageous in network transformer
protection applications, since they clear high magnitude faults completely within the first one-half cycle, limiting peak
current and I2t let-through to less than the circuit would deliver if either solid material power fuses or circuit breakers
were used.

Recently, another type of power fuse, the electronic fuse, has been introduced, which combines many of the features
and benefits of both types of power fuses, and even relays. [13]. The electronic fuse has a 600 A continuous rating and
can interrupt 40 kA. The electronic fuse consists of two separate components: an electronic control module that
provides the time-current characteristics and the energy to initiate tripping; and an interrupting module that interrupts
the current when a fault occurs. These two modules, when joined together, fit in a suitable mounting. A ct powers two
types of logic circuits employed in the control module — one with instantaneous tripping characteristics and one with
time-delay tripping characteristics. These two circuits may be used alone or in combination to provide a variety of
time-current characteristics. When a fault occurs, the control module triggers a high-speed gas generator that separates
the main current path in the interrupting module, transferring the current into the current-interrupting ribbon elements,
which then melts and burns back.

The most important principle to be considered when selecting a transformer primary fuse is that it must protect the
transformer against damage from mechanical and thermal stresses resulting from through faults that are not promptly
interrupted. A properly selected fuse will clear such faults before the magnitude and duration of the overcurrent exceed
the short-time loading limits recommended by the transformer manufacturer. In the absence of specific information
applicable to an individual transformer, the primary fuse should be selected in accordance with recognized guidelines
for the maximum permissible transformer through-fault current duration limits. Curves representing these limits and
information pertaining to their use can be found in [9] and [10].

Besides selecting a transformer primary fuse to maximize protection for the transformer, it is also important for the
time-current characteristics of the transformer primary fuse to be coordinated with the time-current characteristics of
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certain other overcurrent protective devices on both the secondary side and the primary side of the transformer.
Appendix B, Protection Schemes, illustrates typical coordinated network installations.

There are a number of items that need to be considered when applying fuses to network transformers:

1) Since fuses are typically sized to carry phase currents, including single contingency overloads, they will
probably not respond very quickly to low-magnitude ground faults. This lack of ground-fault sensitivity may
create difficulties when coordinating fuses with other protective devices that utilize such sensing.

2) Since fuses are single-phase devices, operation of a single fuse can result in a single-phase condition on the
feeder. Relays are available, however, that can detect this condition and initiate remote tripping of a phase
switching device after a time delay three-measured in seconds. The device, 51/48, in Appendix B is such a
device.

3) In below-grade street vaults, care should be used to preserve the submersibility of these units.
4) Any form of localized time-overcurrent protection or fusing must coordinate with the network transformer

low-side fuse links or current-limiting fuses.
5) If high-side current-limiting fuses are to be applied to reduce the risk of tank rupture, they must be

conservatively sized to account for all transformer vault emergency loading situations, cold load pickup, and
transformer inrush.

Generally, application of current-limiting fuses to network transformer protection should be restricted to partial range
(backup) fuses capable of current-limiting only for high-side, high current faults. (See [11] for the definition of this
device.) In this mode of operation, the user gains speed in high current clearing from the high-voltage feeder side of the
fault. However, high current will continue to flow from the low-voltage side after one fuse melts even for single-phase-
to-ground faults with a delta high-side connection. Watt-type protector relays may respond slowly or not at all due to
the operation of a high-side fuse for a transformer fault. As a result, a three-phase opening device on the primary
should be used in conjunction with partial range current-limiting fuses.

Fuses are designed and manufactured in accordance with [5] and [6].

6. Low-Voltage Fault Interrupting Devices

6.1 Network Protector

The switching device between each network transformer low-voltage bushings and the network is the “network
protector.” A secondary network protector consists of an electrically operated, low-voltage air circuit breaker and
network relays with associated equipment for automatic circuit breaker control. A network protector is usually flange
mounted directly on the network transformer low-voltage terminals; however, it is also available for separate
mounting.

Network protectors are available in submersible enclosures for installation in under-ground vaults, or in
nonsubmersible enclosures where no possibility of flooding occurs. They are available in continuous current ratings
for use with network transformers ranging from 225 kVA to 2500 kVA and for network voltages of 208Y/120 V or
480Y/277 V. Network protectors are rated to interrupt low-voltage fault current, and are designed and manufactured
according to [4].

6.2 Low-Voltage Fuses

Fuses are usually installed at the output terminals of the network protector to provide “backup” protection for the
protector breaker. The fuses should not blow on a primary feeder fault before the network relays trip the protector. If
the protector breaker fails to open for a fault on the primary feeder cable, the protector fuse should blow before the
overcurrent relays on the other primary feeders supplying the network can operate.
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Network protector fuses are commonly available in two styles: either a low-voltage fuse link or a low-voltage current-
limiting fuse. The fuse link is either a copper fuse or an alloy fuse and is located either within the network protector
enclosure, on the load side of the main contacts, or mounted externally above the protector. If they are located within
the protector enclosure, they can contribute significantly to the heat within the enclosure and could limit the ability of
the protector to carry emergency loads, such as would be the case if one or more transformers supplying power to the
bus were out of service. The alloy fuse link characteristic varies widely with load and ambient temperature. There have
been instances where these devices have not melted for arcing faults within the protector.

The second type of fuse commonly used with network protectors is the low-voltage current-limiting fuse. It is
especially applicable on 480 V networks because its arc products are completely confined within its tube. It is sensitive
to temperature and therefore is mounted in housing separate from the network protector enclosure. At low levels of
overcurrent, these devices may become damaged without complete melting. Subsequent transformer loading can then
cause them to overheat, open, or catch on fire.
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Annex A Response of Network Relays to System Faults

(Informative)

A.1 Tripping Characteristics

If a fault occurs on the high-voltage feeder, and/or if there is a power reversal from the network to the primary system,
the network protector opens automatically. Figure A.1 shows that when the station breaker is opened to isolate a
feeder, the current from the network may be either exciting current or exciting current plus charging current. The
exciting current will be relatively small and will lag the reversed network voltage phasor by an angle in the order of 65
to 80 degrees. Cable charging currents may be quite large, particularly for the higher feeder voltages, and the net
current may lead the reversed network voltage phasor by an angle of 85 degrees or more. The watt relay characteristic
is designed so that the relay will trip for either of these conditions. Charging current should not exceed 250% of the
protector rating, as the protector may not detect this high magnitude leading current due to current transformer
saturation.

A.2 Balanced Faults

Primary feeder three-phase faults will produce short-circuit currents on each phase. Since this phasor falls within the
trip area of the master relay, the relay will open the network protector. Short-circuit currents caused by three-phase or
single-phase faults on the secondary grid fall on the right side of the relay characteristic and do not cause the protector
to be tripped.

A.3 Tripping Operations on Unbalanced Faults

If the high-voltage winding of the transformer is connected in delta and if no other sources of zero-sequence current
are connected to the line, fault current will not be supplied from the network for a line-to-ground fault on the high-
voltage feeder after the feeder breaker opens. If the station breaker clears for such a fault, the network then backfeeds
into the transformer the exciting current of the transformer plus an unbalanced charging current because of the
grounded conductor. Net power flow is out of the network and the master relay will operate to trip the protector. If the
transformer primary should be connected in grounded wye, the master relay will receive this fault current and will trip
the protector, if net power flow is out of the network.

If high side fuses are provided for the transformers of a grid network, high current faults in the high-voltage winding
or cable on the load side of the fuses will usually cause the feeder to trip even though one or more fuses may melt. The
standard watt characteristic network master relay will then operate to open the network protector from the transformer
exciting current or cable charging current.

Spot networks may be served from nondedicated feeders, which also serve other loads. Fuses may be installed at the
primary terminals of the network transformers to prevent lockout of the feeder for a network transformer fault and
avoid interruption to the other loads. Where high fault currents are available, the fuses may clear severe faults on the
transformer high-voltage leads faster than the feeder breaker, limiting the energy to such a fault. After the feeder
breaker opens, the standard watt characteristic network master relay will open the network protector due to the reverse
power flow to the other loads (with one fuse blown) and exciting current.

If, however, the fuse clears a single, phase-to-ground fault on the transformer leads or in the high-voltage winding
without tripping the feeder breaker, the unfaulted phases may still supply power to the network. The net three-phase
power flow in the network protector may not be in the reverse direction and may not operate the watt-connected master
relay. However, the reactive flow in the network protector will be in the reverse direction. A protector master relay
connected to provide watt-var characteristics, so that maximum torque occurs when the current leads the network line-
to-neutral voltage by 120 degrees, will operate for this condition. The tripping characteristic is shown in Fig A.1.
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A second reason for recommending the watt-var relay for the spot network protector when the transformer primary is
fused is to obtain faster protector operation for faults on the primary feeder. This may avoid possible fuse blowing from
the network backfeed. The watt-var characteristic network master relay develops more torque and will operate faster
than the watt-connected relay for the inductive flow to feeder faults.

It should be noted that the watt-var relay will not operate on the capacitive charging current of the primary cable when
the feeder breaker has opened for a ground fault, but requires the inductive load flow to the other connected loads to
operate. If the spot network nondedicated primary feeder is largely overhead, the load flow would be primarily
inductive unless the feeder was overcompensated with shunt capacitors for power factor correction.

New developments include a master relay that exhibits watt characteristics at the low transformer exciting or cable
charging current levels and watt-var characteristics at the higher fault current levels.

A.4 Reclosing Characteristics

The master relay recloses an open protector when normal conditions return on the high voltage feeder.

A typical closing characteristic of a network master relay is shown in Fig A.2. If the voltage difference phasor
terminates to the right of the master relay close characteristic, the relay will close its closing contacts and the network
protector will close if the phasing relay close contacts are also closed. If the transformer voltage is low enough to cause
the difference phasor to terminate to the left of the relay characteristic, the protector will remain open.

The relay characteristic is normally spaced away from the tip of the network voltage phasor by a relay setting of 1.5 V
in 208Y/120 V systems, which is referred to as the master relay close setting. The corresponding setting in a 480Y/277
V system is 3.4 V at zero degrees.

The characteristic shown is for one phase of a three-phase system. All three phases have identical characteristics.

If the reenergized transformer voltage should lag the network voltage, reclosing would cause power flow into the
transformer and immediate tripping. To avoid this, a network phasing relay (device 60 in Fig 1) is used with the master
relay to permit reclosing only when the voltage conditions will cause power flow into the secondary network.
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Figure A.1—Typical Tripping Characteristics of Master Relay

Figure A.2—Typical Closing Characteristics of Master and Phasing Relays
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Annex B Example: 12.5 kV/277Y/480 V Spot Vault Network Transformer Protection

(Informative)

The example vault shown in Fig B.1 is in a subbasement of a high-rise office building. For example purposes, a number
of protection devices are used. The vault contains 4-2500 kVA transformers connected delta on the 12.5 kV primary
side and wye-grounded on the 480Y/277 V secondary, with 7% impedance. This vault is fed from a major substation
that supplies a portion of a central business district. Each spot vault transformer is radially supplied from an
underground 12.5 kV cable. Maximum three-phase fault current that must be interrupted by any one 12.5 kV device in
the vault is 8500 A (point 2 on Fig B.2). Bolted three-phase 480 V bus fault current is 130 000 A. The transformers are
networked on the low side through 3000 A network protectors and Y-50 externally mounted fusable links.
Conventional watt-type master relays and phasing relays are used. On the high side of the transformer there is a three-
position switch whose insulating liquid filled compartment is bolted to the transformer tank. This switch is used to
interrupt transformer magnetizing current, to energize the transformer, and to ground the 12.5 kV cable. For simplicity,
Fig B.1 shows only two of the four transformers, all transformers are protected identically. Figures B.2 and B.3 present
the coordination of the current sensing protective devices for transformer 1.

Protection of this vault starts with the addition of a three-phase vacuum fault interrupter. This device weighs 250 lbs
and is approximately 20' × 24' × 48'. The vacuum bottles are encapsulated in epoxy, which allows for this rather
compact design. The cable and transformer connections to the interrupter are to be made using conventional 600 A
elbow-type connectors. The interrupter has a 12 000 A (symmetrical) interrupting capability and a minimum total
clearing time of about 2 cycles. Line currents are sensed by encapsulated bushing ct's. Control operation power is
obtained from the ct's, so no additional power source is required for tripping or for overcurrent relaying. The
interrupter opens and closes by stored-spring energy. Spring charging is done automatically via 120 V ac motor, or
manually after an opening operation. Standard phase and ground overcurrent devices are used with inverse time and
definite time characteristics, respectively, and are designated as devices 51-T1 and 51N-T1 for transformer 1 in Fig
B.1. These devices trip transformer i vacuum interrupter directly, and a 52b contact of the interrupter then initiates a
trip of the protector. This provides backup clearing in the event of a control power failure or lockout relay failure.

In series with the three-phase interrupter are interrupting devices known as “electronic fuses.” These single-phase
devices interrupt fault currents above 2000 A in about 1/4 cycle. This feature limits energy and thereby minimizes the
possibility of tank rupture. In the nonlimiting region, above 400 A but less than 2000 A, it has a time-current tripping
characteristic that coordinates with the feeder time inverse overcurrent device; see Fig B.2. The 1/4 cycle operating
time of this device is too fast for the overcurrent elements to detect and trip the three-phase interrupter, and therefore,
it is possible that one or more fuses may be left intact following the interruption of the major fault current for a
transformer primary winding fault. Since this condition may cause smoke and arcing to continue, an open phase
detector, device 51/48, has been added.

Referring to transformer 1 in Fig B.1, a sudden-pressure relay, device 63T1, is mounted on one of two transformer
access ports, which trips via the transformer lockout relay, device 86T1. A 450 F bi-metallic heat probe, device 26T1,
is inserted through the protector casing to detect protector faults. Heat probes are also placed in close proximity to the
480 V utility bus for bus fault detection. Operation of a transformer protector heat probe trips lockout relay device
86T1, and the bus lockout relay, device 86B. Operation of a bus heat probe trips the bus lockout relay. Control dc is
supplied by the parallel summation of three individually charged capacitors, which in turn are supplied with half-wave
rectified voltage from the 480Y/277 Vac bus. One power supply is provided for each lockout relay. A loss of any two
phases does not constitute a loss of dc supply. An open or short on all three phases allows one lockout relay operation.
Silver in sand current-limiting fuses are placed in series with the 480 V supply cables to the consumer switchgear.
Each supply from the vault consists of 4–500 MCM cables in parallel per phase. The low voltage 500 MCM cable
limiter fuse curve shown in Fig B.3 is assumed to be the sum of four identical cable limiter fuse curves.

For faults on the 12 kV system, it is essential for proper system operations that the network protector watt-type master
relay function as intended. That is, it must operate and trip the protector before any other device operates. As an
example, for the maximum three-phase feeder fault, 950 A of primary current will flow through the transformer in the
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reverse direction. (Point 1 on Fig B.2.) If the protector operates, on an average, in 0.3 s, then (referring to Fig B.2 at
point 1) there is a 1.7 s margin between the opening of the protector and the operation of the transformer time-
overcurrent tripping device, 51-T1. The 0.3 s operate time of the protector includes relay time, main contact opening
time, and arc extinction time.

For multiphase faults within the transformer high-side windings, the electronic fuse(s) will operate in about 1/4 cycle if
the phase current is greater than 2000 A. If less than 2000 A, the phase overcurrent protection, device 51T1, will operate
before the feeder relays, devices 51-L1. For phase-to-ground faults within the transformer windings, the electronic fuse
will operate for faults greater than 2000 A and device 51N-T1 will operate before the feeder relays, device 51N-L1.
Note, the time-overcurrent portion of the electronic fuse provides backup for devices 51-T1 and 51N-T1.

For example purposes, three overcurrent ground relays are used for transformer 1, 151N-T1,151G-T1, and 64GF-T1
in Fig B.1 for low-voltage ground-fault protection. The 151N-T1 device must be set above the maximum phase-to-
neutral unbalanced load current. The 151G-T1 overcurrent device does not sense the entire unbalanced load current,
and therefore, can be set more sensitively than the 151N-T1 device. Test measurements should be made to determine
this division of load current. For any ground faults not involving a neutral conductor or bus, the 151G device should see
the same proportion of total ground fault current returning to its respective transformer as unbalanced load current. See
4.1.3. Note the suffix “G” is preferred over “N” to denote that the purpose of the circuit is to detect fault current in a
ground path. The suffix “N” is preferred in the secondary neutral of current transformers or in the secondary of a ct
whose primary winding is located in the neutral of a power transformer or machine [2]. See Fig B.3 for the time-
current coordination of these devices, including the consumer's downstream ground sensor relay, device 151G-C1. To
apply these relays securely, the transformer neutral bushing should be isolated electrically from the transformer tank.
The 64GF-T1 device is a case ground or point ground protective device. If the transformer and protector can be
insulated from ground, then this very sensitive instantaneous acting relay can be used to detect only transformer and
protector faults involving the case. Coordination is not necessary with downstream devices, since the 64GF-T1 will not
operate. Point I on Fig B.3 represents the maximum low-voltage three-phase bus fault current contributed by one
transformer expressed in amps at 480 V. Point 2 represents a likely value for the maximum transformer fault current in
the presence of a 480 V arc. Each transformer is assumed to supply one-fourth of this total 480 V bus fault current. See
[12] for an explanation of the magnitude of arcing current.

For faults located within a transformer low-voltage winding, between the low-voltage winding and its protector, or in
a protector, four units of current will flow — one from each of the unfaulted transformers as well as one from the
faulted transformer. The Y-50 fuse link for the faulted transformer will detect three of these units of current. However,
if the fault is high arcing and low in current magnitude, then even three units of current will not be enough to properly
melt the Y-50 links. For example, if this type of fault was in the network protector then heat detectors, device 26T1, are
needed. The higher the current, the more efficient the operation of the Y-link. The maximum current for a bolted fault
would be three times 32 500 A, or 97 500 A for this example. The Y-50 link would approach 0.2 s in clearing time.
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Figure B.1—Example of a Network Vault Protection Scheme
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NOTE for Fig B1:

NOTE  —  Suffix letters denote the location of the device in the circuit.

Device No.
(Includes Suffixes)

Function
(Location)

51-L1, L4 Time-overcurrent (Line)

51N-L1, L4 Neutral time-overcurrent (Line)

51-T1, T4 Time-overcurrent (Transformer)

51N-T1, T4 Neutral time-overcurrent (Transformer)

51/48-T1, T4 Open phase following high current (Transformer)

86-T1, T4 Lockout relay (Transformer)

63-T1, T4 Sudden gas pressure (Transformer)

64GF-T1, T4 Case ground fault

151G-T1, T4 Low-voltage ground time-overcurrent (Transformer)

151N-T1, T4 Low-voltage neutral time-overcurrent (Transformer)

26-T1, T4 Heat detector (Transformer)

32-T1, T4 Master (Reverse Power) (Transformer Network Protector)

60-T1, T4 Phasing (Voltage Balance) (Transformer Network Protector)

151G-C1, C2 Ground time-overcurrent (Customer)

Electronic fuse (Transformer)

Y-Link Low-voltage fusible link (Transformer)

CLF Low-voltage current -limiting fuse (Customer)

26-B Heat detector (Bus)

86-B Lockout relay (Bus)
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Figure B.2—High Voltage Coordination
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Figure B.3—Low Voltage Coordination
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Annex C Other Concepts Being Investigated

(Informative)

C.1 Low-Voltage Arcing Fault Detection

A utility and a manufacturer of network protectors are jointly working on a project to determine the applicability of
undervoltage and lower order harmonic voltage sensing of 480Y/277 V arcing network vault faults. Field test data
during normal vault operation and laboratory staged fault tests are being analyzed to determine voltage relay
applicability. It appears that an undervoltage device using conventional components can be set to distinguish a 480 V
fault from normal system operation. Lower order harmonics appear to be the most practical component of bus voltage
to detect during an arcing fault, other than the fundamental frequency component. Both devices should be easy to
install and maintain. Both devices are nonselective, and would, therefore, require time delay to coordinate with
consumer protection, network protectors, and fuse links.

C.2 Current-Limiting Fuses and Three-Phase Ground Switch

This type of protection is under development. It operates on transformer primary faults in two different modes and in
a third mode for other situations. In all three modes the transformer is disconnected from the circuit by the operation
of the backup (partial range) current-limiting fuses. No ANSI standard is available for this device.

C.3 Mode I

A fault current exists that is lower in magnitude than that required to melt the partial range current-limiting fuse. The
current can be detected by an overcurrent device that will send a trip signal if the fault exceeds its preset time current
characteristic curve in the control. The trip signal actuates a grounding device that shunts the three phases to ground
and operates the current-limiting fuse on all three phases, which limits the current and clears the circuit.

C.4 Mode II

A fault current exists that is high enough to melt the element in at least one partial-range current-limiting fuse. The
fuse melts and limits the current in less than 1/2 cycle. A relay similar to device 51/48 (included in the example of
Appendix B) detects an open fuse and sends a trip signal after a 2 s time delay that closes the ground switch thereby
causing the remaining fuses to melt.

C.5 Mode III

A signal is received from sensors (such as pressure, temperature, or differential relaying, etc.) indicating that
something is wrong on the system or in the transformer. The electronic control sends out a trip signal to the grounding
devices, causing the current-limiting fuses to operate and deenergize the transformer.

A device of this type is nonsubmersible and requires an air-insulated enclosure within a network vault. Some
application considerations include space requirements and special system switching and grounding procedures. For
current sensing, external current transformers and overcurrent relays must be added.

The current-limiting fuse has no outwardly visible indication of operation. Heat sensitive tapes or dots can be affixed
to the fuse, which change color above a specified temperature. Care must be taken to choose the right temperature of
operation for the tape or dot to insure color change following a fuse operation. After the ground switch operates and
before refusing, all three poles of the device must be checked to verify that it has reset. Also, the ground switch should
remain closed until the network protector opens.
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C.6 Current-Limiting Fuses Three and Phase Load Break Switch

For those network installations where current limitation is important (usually because of very high available fault
currents), another device is being developed that combines current-limiting fuses and a gang-operated, three-phase
load break switch.

For all fault currents above the interrupting rating of the load break switch, the current-limiting fuses will operate to
clear the one-, two-, or three-phase fault, resulting in a minimal level of energy into the fault arc. This is especially
important where the network transformers use flammable conventional transformer oil. Depending on the actual fuses
used, I2t can be limited to values as low as 500 000 A2 s or less.

To eliminate any possibility of ferroresonance if only one or two fuses operate, the fuses are equipped with a “striker”
mechanism that will operate to trip the three-phase load break switch whenever any fuse operates.

This mode of operation can eliminate the unnecessary blowing of fuses on unfaulted phases, and provide the benefit of
three-phase disconnection of the transformer for any fault. The switch can be equipped with phase and ground
overcurrent electronic controls for detection of low magnitude faults, and can be tripped by remote signals such as
from sudden-pressure relays or heat probes located elsewhere in the network vault. The fuse and switch will be
enclosed in SF6 gas for insulation. Replacement of the fuse(s) will most likely not be an on-site procedure.


